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Abstract 

Efficient traffic management in wireless networks is crucial for 

optimizing resource utilization and enhancing overall network 

performance. This paper introduces a novel approach to dynamic 

routing algorithms utilizing evolutionary algorithms for effective 

wireless traffic management. The proposed system leverages the 

adaptability and optimization capabilities of evolutionary algorithms to 

dynamically adjust routing paths based on real-time network 

conditions. Our algorithm employs a genetic programming framework 

to evolve and refine routing strategies, considering factors such as 

network congestion, link quality, and traffic load. This dynamic 

approach enables the network to autonomously adapt to changing 

conditions, ensuring optimal route selection for data transmission. The 

evolutionary nature of the algorithm allows it to continually learn and 

improve, making it well-suited for the dynamic and unpredictable 

nature of wireless environments. The effectiveness of the proposed 

algorithm is evaluated through extensive simulations, demonstrating 

significant improvements in terms of throughput, latency, and overall 

network efficiency compared to traditional static routing approaches. 

The system ability to handle diverse traffic patterns and adapt to 

varying network scenarios positions it as a robust solution for next-

generation wireless networks. 
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1. INTRODUCTION 

In recent years, the proliferation of wireless networks has 

become ubiquitous, driving the need for efficient traffic 

management solutions to cope with the escalating demands of 

diverse applications. The dynamic and unpredictable nature of 

wireless environments poses significant challenges for traditional 

static routing algorithms, necessitating the exploration of 

innovative approaches to enhance network performance [1].  

Wireless networks, encompassing various technologies such 

as Wi-Fi, cellular, and ad-hoc networks, have become integral to 

our daily lives. The surge in connected devices and the increasing 

complexity of applications, ranging from multimedia streaming to 

real-time communication, demand intelligent and adaptive traffic 

management strategies. Traditional static routing algorithms often 

fall short in addressing the dynamic nature of wireless 

environments, leading to suboptimal resource utilization and 

degraded network performance [2]. 

The challenges in wireless traffic management include 

fluctuating network conditions, varying traffic loads, and the 

dynamic topology of wireless networks. Conventional routing 

algorithms struggle to adapt to these challenges, resulting in 

inefficiencies, congestion, and increased latency [3]. Overcoming 

these challenges requires a paradigm shift towards dynamic 

routing strategies that can autonomously adjust to real-time 

conditions [4]. 

The core problem addressed in this paper is the inefficiency of 

current static routing algorithms in managing wireless traffic [5]. 

We aim to develop a dynamic routing algorithm that can optimize 

data transmission paths based on the evolving conditions of the 

wireless network, thereby mitigating congestion, reducing 

latency, and improving overall network efficiency. 

To develop a dynamic routing algorithm for wireless networks 

using evolutionary algorithms. To design the algorithm to adapt 

to changing network conditions in real-time. To evaluate the 

performance of the proposed algorithm through extensive 

simulations. To compare the proposed dynamic routing approach 

with traditional static routing methods. 

The novelty of this work lies in the integration of evolutionary 

algorithms into dynamic routing for wireless networks. By 

harnessing the adaptability and optimization capabilities of 

evolutionary algorithms, we aim to provide a solution that 

autonomously evolves and refines routing strategies, addressing 

the limitations of static approaches. The contributions of this 

paper include the development of a robust dynamic routing 

algorithm, comprehensive performance evaluations, and insights 

into the potential of evolutionary algorithms for enhancing 

wireless traffic management. 

2. LITERATURE REVIEW 

Wireless networks are integral to modern communication 

systems, serving as the backbone for various applications ranging 

from mobile communication to Internet of Things (IoT) devices. 

Efficient traffic management in these networks is crucial for 

optimizing resource usage and ensuring reliable communication. 

In this literature review, we delve into the existing body of 

knowledge regarding routing algorithms in wireless networks, the 

application of evolutionary algorithms in networking, and the 

state-of-the-art in dynamic routing approaches [6]. 

Traditional routing algorithms, such as distance-vector and 

link-state protocols, have been extensively studied and 

implemented in wired networks. However, the dynamic and 

unreliable nature of wireless channels poses unique challenges. 

Proactive protocols like Optimized Link State Routing (OLSR) 

and reactive protocols like Ad-hoc On-Demand Distance Vector 

(AODV) have been widely explored. These protocols face 

challenges in adapting to changing network conditions, leading to 

suboptimal performance in scenarios with high mobility and 

varying traffic loads [7]. 



A TAMIZHSELVI et al.: DYNAMIC ROUTING ALGORITHM FOR EFFICIENT WIRELESS TRAFFIC MANAGEMENT USING EVOLUTIONARY ALGORITHM 

3014 

Evolutionary algorithms, inspired by natural selection and 

genetic principles, have shown promise in optimizing various 

problems, including those in networking. Genetic algorithms 

(GAs), genetic programming (GP), and particle swarm 

optimization (PSO) are examples of evolutionary algorithms 

applied to network optimization. Their ability to adapt and find 

near-optimal solutions makes them suitable for dynamic 

environments [8]. 

Dynamic routing approaches aim to address the shortcomings 

of static protocols in wireless networks. Reinforcement learning 

techniques, such as Q-learning and deep reinforcement learning, 

have been explored to enable nodes to learn optimal routes based 

on experience. Additionally, ant colony optimization (ACO) and 

simulated annealing have been adapted for dynamic routing 

scenarios. These approaches, while showing promise, often face 

challenges in scalability and real-time adaptation [9]. 

Some recent studies propose hybrid approaches that combine 

the strengths of different algorithms. For example, combining 

genetic algorithms with reinforcement learning to evolve routing 

policies dynamically. These hybrid models aim to capitalize on 

the strengths of individual algorithms while mitigating their 

weaknesses [10]. 

Despite the progress made, there remain open challenges and 

research gaps. These include the need for robustness in dynamic 

routing algorithms, scalability to handle large networks, and 

adaptability to various traffic patterns [11]. Furthermore, there is 

a growing interest in integrating machine learning techniques, 

such as deep learning, with evolutionary algorithms for more 

sophisticated decision-making processes [12]. 

The literature reveals a rich landscape of research on routing 

algorithms for wireless networks. While traditional protocols 

have been adapted for wireless environments, the need for 

dynamic and adaptive solutions has led to the exploration of 

evolutionary algorithms and machine learning techniques. The 

ongoing research in this field aims to address the unique 

challenges posed by wireless networks and pave the way for more 

efficient and adaptable routing strategies. 

3. WIRELESS NETWORK FEATURES 

Wireless network characteristics refer to the key properties 

and features that define the behavior and performance of a 

communication network operating over wireless channels. These 

characteristics are crucial for understanding and optimizing the 

functioning of wireless networks, which play a central role in 

modern communication systems. Wireless environments are 

inherently dynamic due to factors such as mobility of devices, 

changing signal strengths, and varying interference levels. This 

dynamic nature requires adaptive communication protocols and 

routing strategies to handle real-time changes in network 

conditions. 

3.1 PATH LOSS 

Path loss describes the reduction in signal strength as it 

propagates through the wireless medium. This loss is influenced 

by factors like distance between transmitter and receiver, 

frequency of the signal, and obstacles in the propagation path. 

Understanding path loss is essential for estimating signal 

coverage and designing reliable communication links. 

The Free-Space Path Loss (FSPL) can be modeled using the 

following: 

 FSPL=20log10(d)+20log10(f)+20log10(4πc-1)  (1) 

where d is the distance between the transmitter and receiver, f is 

the frequency of the signal, and c is the speed of light. 

3.2 SIGNAL-TO-NOISE RATIO (SNR) 

SNR represents the ratio of the power of the signal to the 

power of background noise in the channel. A higher SNR 

indicates a better quality signal and is crucial for reliable data 

transmission. SNR is affected by factors such as interference, 

fading, and environmental conditions. The SNR can be expressed 

as:  

 SNR=Pn/Ps  (2) 

where Ps is the power of the signal, and Pn is the power of the 

noise. 

3.3 CHANNEL CAPACITY  

Channel capacity, often described by Shannon capacity 

theorem, represents the maximum data rate that can be reliably 

transmitted over a channel. It depends on the available bandwidth 

and the signal-to-noise ratio. Maximizing channel capacity is a 

key goal in optimizing wireless communication systems. The 

Shannon Capacity (C) is given by: 

 C=B⋅log2(1+SNR)  (3) 

where B is the bandwidth of the channel. 

3.4 THROUGHPUT 

Throughput is the actual rate of successful data transfer in a 

communication system. It considers factors like channel capacity, 

protocol overhead, and network congestion. Achieving high 

throughput is essential for delivering efficient and responsive 

communication services. Throughput (T) can be calculated as:  

 T = C/N (4) 

where N is the number of users sharing the channel. 

3.5 PROPAGATION DELAY 

Propagation delay is the time taken for a signal to travel from 

the transmitter to the receiver. It depends on the distance between 

devices and the speed of signal propagation in the medium. 

Managing propagation delay is crucial for applications sensitive 

to latency, such as real-time communication. Propagation delay 

(τ) is determined by the formula:  

 τ =d / v  (5) 

where d is the distance between the transmitter and receiver, and 

v is the propagation speed. 

3.6 PACKET LOSS PROBABILITY 

Packet loss probability quantifies the likelihood of data 

packets being lost during transmission. It is influenced by factors 

like network congestion, interference, and the reliability of the 

communication links. Minimizing packet loss is vital for 
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maintaining the integrity of data transmission. The packet loss 

probability (Pl) can be estimated using:  

 Pl = 1-e-λ⋅RTT  (6) 

where λ is the packet loss rate and RTT is the round-trip time. 

4. FLUCTUATING NETWORK CONDITIONS 

This refers to the variability and changes that occur in the 

parameters and attributes of a network over time. In the context 

of wireless networks, these fluctuations can have a significant 

impact on the performance, reliability, and overall behavior of the 

network. Several factors contribute to fluctuating network 

conditions: 

4.1 SIGNAL STRENGTH AND QUALITY 

The strength and quality of wireless signals can fluctuate due 

to changes in the environment, interference from other devices, or 

obstacles in the signal path. Signal fluctuations can result in 

variations in the received signal strength and quality at different 

locations within the network. 

Signal strength (Ps) can be modeled with fluctuations using a 

random variable:  

 Ps(t) = Pa+X(t)  (7) 

where Pa is the average signal strength, and X(t) is a random 

variable representing fluctuations over time. 

4.2 CHANNEL INTERFERENCE 

Wireless networks often share the same frequency spectrum, 

leading to potential interference issues. Fluctuations in 

interference levels can arise from the presence of other wireless 

networks, electronic devices, or environmental conditions. 

Interference can cause signal degradation and impact the overall 

network performance. SNR with fluctuations can be expressed as:  

 SNR(t) = Ps(t)/Pn(t) (8) 

where Pn(t) is the noise power with fluctuations. 

4.3 NETWORK TRAFFIC LOAD 

The amount of data being transmitted over the network, 

known as network traffic load, can vary based on user demand 

and application requirements. Fluctuations in traffic load can lead 

to changes in network congestion, affecting the throughput and 

response times of the network. 

Network traffic load L(t)) with fluctuations can be represented 

as a time-varying function: 

 L(t) = La + Y(t) (9) 

where La is the average traffic load, and Y(t) is a random variable 

representing fluctuations. 

In mobile wireless networks, the positions and movements of 

devices can change over time. Fluctuations in device mobility 

introduce dynamic topology changes, altering the connectivity 

patterns between devices. This can impact routing decisions and 

network stability. 

Environmental factors such as weather conditions, 

atmospheric conditions, and physical obstacles can introduce 

fluctuations in signal propagation characteristics. For example, 

rain, fog, or buildings can attenuate signals and cause signal 

strength variations. 

Users within a wireless network may exhibit dynamic 

behavior in terms of their data usage patterns, application 

preferences, and mobility. Fluctuations in user behavior can 

influence the demand for network resources and impact the 

overall network dynamics. 

5. VARYING TRAFFIC LOADS 

It refers to the dynamic and changing patterns of data 

transmission within a network over time. In a network, the traffic 

load is the amount of data being transmitted, and it can fluctuate 

based on factors such as user activity, application demands, and 

network conditions. Understanding and managing varying traffic 

loads are crucial for optimizing network performance and 

resource utilization.  

5.1 USER DEMAND 

Users accessing the network contribute to the traffic load by 

initiating data transfers for various purposes such as web 

browsing, video streaming, file downloads, and online gaming. 

Different applications have distinct data rate requirements, 

leading to variations in the overall network traffic load. 

5.2 TIME OF DAY PATTERNS 

Network usage often follows specific patterns based on the 

time of day. For example, there may be peak hours during which 

more users are active, leading to higher traffic loads. 

Understanding these patterns helps network operators allocate 

resources effectively and plan for capacity. 

5.3 SEASONAL AND EVENT-BASED VARIATIONS 

Events or seasons can impact network traffic. For instance, 

during major sporting events or holidays, there may be increased 

demand for streaming services, leading to spikes in traffic loads. 

Planning for these variations is essential for maintaining service 

quality. 

Let L(t) represent the traffic load as a function of time. This 

can be modeled as a time-dependent function: 

 L(t)= La +A⋅sin(ωt+ϕ)  (10) 

where La is the average traffic load, A is the amplitude of 

variation, ω is the angular frequency, t is time, and ϕ is the phase 

angle. 

5.4 USER DEMAND VARIATION 

To incorporate user demand variation, use a stochastic process 

or a time-series model: 

 L(t)= La + ϵ(t) (11) 

where La is the average traffic load, and ϵ(t) is a stochastic process 

representing random variations. 

5.5 PEAK HOUR MODELING: 

For modeling peak hours, the research uses a piecewise 

function: 
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where La is the average load, Lp is the load during peak hours, and 

ϵ(t) represents random fluctuations. 

Table.1. Time-Dependent Patterns 

Time 

User  

Demand  

(Mbps) 

Seasonal  

Variation 

Event-

Based  

Variation 

Signal  

Strength  

(dBm) 

SNR 

Network  

Traffic  

Load  

(Mbps) 

8:00 50 1.2x 1.5x 59.64 2.98 79.16 

10:00 70 1.1x 1.3x 62.32 3.12 82.32 

12:00 90 1.0x 1.2x 60.93 3 80.23 

15:00 80 1.1x 1.4x 64.64 3.23 84.16 

18:00  100 1.2x 1.6x 67.32 3.37 86.32 

21:00 60 1.0x 1.4x 65.02 3.25 84.44 

6. PROPOSED DYNAMIC ROUTING 

ALGORITHM 

The Proposed Algorithm refers to a novel and innovative 

approach for determining optimal paths for data transmission in a 

network. Routing algorithms play a crucial role in guiding data 

packets from a source to a destination through a network, and 

dynamic routing algorithms have the added capability of adapting 

to changing network conditions in real-time. The components 

typically associated with a proposed dynamic routing algorithm: 

Genetic programming is employed to evolve and optimize 

routing strategies dynamically. In the context of routing 

algorithms, genetic programming might involve evolving sets of 

rules, decision trees, or mathematical expressions that determine 

the best paths for data transmission. This evolution occurs over 

successive generations, with each generation improving upon the 

performance of the previous. 

One of the distinguishing features of the proposed algorithm 

is its ability to adapt to changing network conditions in real-time. 

This adaptability allows the routing algorithm to respond to 

factors such as network congestion, link failures, or variations in 

traffic load. The dynamic nature of the algorithm ensures that it 

continually refines its routing decisions based on the current state 

of the network. 

The algorithm possesses autonomous learning capabilities, 

enabling it to improve over time without explicit programming. 

Through the evolutionary process, the algorithm learns from past 

experiences and evolves routing strategies that are better suited to 

the specific characteristics and challenges of the wireless network. 

Given that the algorithm is designed for wireless networks, it 

likely considers challenges unique to these environments, such as 

varying signal strengths, mobility of devices, and the dynamic 

topology of wireless communication. The optimization goals may 

include improving throughput, minimizing latency, and 

efficiently utilizing network resources. 

The proposed dynamic routing algorithm is typically 

subjected to thorough simulation and evaluation processes. 

Simulations assess the algorithm performance under various 

scenarios, providing insights into its effectiveness in comparison 

to traditional static routing approaches. Metrics such as 

throughput, latency, and overall network efficiency are evaluated. 

Chromosome Representation defines the chromosome 

representation, which could be a set of rules, decision trees, or 

mathematical expressions. Let us denote a chromosome as C and 

its components as Ci for the ith gene. 

Fitness Function formulates a fitness function (F(C)) that 

evaluates the performance of a chromosome in terms of routing 

efficiency, considering factors like throughput, latency, and 

network congestion. The fitness function guides the evolution 

process, with higher fitness values indicating better-performing 

solutions. 

Initialize a population of chromosomes randomly or based on 

some heuristics. Let P represent the population, and N be the 

number of chromosomes. It implements genetic operators, such 

as crossover and mutation, to create new offspring chromosomes 

from the current population. For crossover, the research have an 

operation like:  

 Cc = CO(Cp1,Cp2) (13) 

For mutation, the study introduces changes to a chromosome:  

 Cm = M(Cp) (14) 

Selection Mechanism select chromosomes for the next 

generation based on their fitness. The research uses tournament 

selection, roulette wheel selection, or other mechanisms:  

 Pnext = S(P,F) (15) 

Evolutionary Loop iterate through generations, applying 

genetic operators and selection mechanisms until a termination 

criterion is met. Routing Decision Incorporation integrates the 

evolved chromosome routing decisions into the dynamic routing 

algorithm. This might involve updating routing tables, adapting to 

changes in network conditions, and making decisions based on the 

evolved rules. 

Algorithm: Proposed Dynamic Routing Algorithm 

1) Initialization: 

a) Initialize parameters: 

i) P: Population of chromosomes 

ii) N: Number of chromosomes in the population 

iii) G: Maximum number of generations 

b) Generate an initial population P0 of N chromosomes 

randomly. 

2) Define Chromosome Representation: 

a) Define the representation of a chromosome Ci, 

consisting of genes that represent routing rules. 

3) Fitness Function: 

a) Define a fitness function F(C) that evaluates the 

performance of a chromosome based on routing 

efficiency metrics. 

4) Evolutionary Loop: 

a) Repeat for g=1 to G: 

i) Evaluate the fitness of each chromosome in the 

current population: F=F(Ci) 

ii) Select parents based on fitness 

iii) Apply crossover and mutation to create offspring. 



ISSN: 2229-6948(ONLINE)                                                                            ICTACT JOURNAL ON COMMUNICATION TECHNOLOGY, SEPTEMBER 2023, VOLUME: 14, ISSUE: 03 

3017 

iv) Evaluate the fitness of the offspring. 

v) Select individuals for the next generation. 

vi) Replace the current population with the selected 

individuals for the next generation 

5) Routing Decision Incorporation: 

a) Select best chromosome from the final population. 

b) Incorporate routing decisions from best chromosome. 

7. EXPERIMENTS 

In this section, the proposed method is evaluated over various 

metrics that includes the following, and the experimental setup is 

given in Table.1. 

7.1 PERFORMANCE METRICS 

Throughput: The rate of successful data transmission over the 

network. Latency: The time delay between the initiation of a data 

transfer and its completion. Network Congestion: The degree of 

congestion or traffic congestion within the network. Routing 

Efficiency: The effectiveness of the routing algorithm in finding 

optimal paths. 

Table.1. Experimental Setup 

Parameter Value/Range 

Population Size (N) 50 

Maximum Generations (G) 100 

Chromosome Length Variable (e.g., 10) 

Crossover Probability 0.7 

Mutation Probability 0.1 

Simulation Time 24 hours 

Communication Protocol IEEE 802.11 (Wi-Fi) 

Network Simulator NS-2.34 

 

 

Fig.1. Throughput 

 

Fig.2. latency 

 

Fig.3. Network Congestion 

 

Fig.4. Routing Efficiency 
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Fig.5. Average Fitness 

From the results of Fig.1-Fig.5, DREA achieves a throughput 

of 220 Mbps, with 10% improvement over GP, at 200 Mbps. 

DREA demonstrates the lowest latency of 2 ms, outperforming all 

other methods. DREA exhibits the lowest network congestion at 

0.5%, showing significant improvement over the other methods. 

DREA achieves a routing efficiency of 99.9%, surpassing all 

other methods. DREA attains the highest average fitness of 0.98, 

outperforming all other algorithms. The proposed DREA 

consistently outperforms existing methods across multiple 

metrics. DREA shows substantial improvement in latency and 

network congestion, critical for real-time applications and 

network stability. While the percentage improvement in 

throughput is moderate, DREA maintains a higher throughput 

over the long term. The slight improvement in routing efficiency 

and average fitness showcases DREA ability to find optimal paths 

and adapt to changing network conditions. 

8. CONCLUSION 

The proposed DREA exhibits promising performance in the 

context of wireless network management, as evidenced by its 

superior results compared to existing methods such as GA, GP, 

ACO, and a baseline approach (AC) over 500 different iterations. 

DREA consistently achieves higher throughput, reaching 220 

Mbps with a 10% improvement over the closest competitor, GP. 

Simultaneously, DREA demonstrates significantly reduced 

latency, achieving a remarkable 60% improvement over the next 

best method. DREA excels in managing network congestion, 

achieving the lowest congestion rate at 0.5%. This represents a 

50% improvement over the other methods, showcasing the 

algorithm effectiveness in optimizing the utilization of network 

resources. While DREA achieves a slight improvement in routing 

efficiency (99.9%) and average fitness (0.98%), these metrics 

indicate the algorithm consistent ability to find optimal paths and 

adapt to dynamic network conditions. The overall performance of 

DREA is robust, emphasizing its adaptability and optimization 

capabilities in fluctuating wireless network environments. The 

algorithm ability to simultaneously improve throughput, reduce 

latency, and minimize congestion positions it as a promising 

solution for efficient wireless traffic management. 
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